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Москва 2018

**Задание:**

Разработать программу, реализующую алгоритм согласования ключей Диффи-Хеллмана на примере общения двух абонентов.

**Решение:**

При работе алгоритма:

1. Вместе с собеседником устанавливает одинаковые значения P, которое является простым числом и A (1 < A < P-1)
2. Собеседники генерируют закрытые ключи X
3. Собеседники вычисляют значения Y = Ax mod P
4. Происходит обмен между собеседниками значениями Y
5. Собеседники вычисляют значения K=Yx mod P (где Y – значение, принятое собеседником)
6. Если К совпадают, то значения, установленные собеседником - верны

**Вывод:**

После выполнения описанного алгоритма абоненты получили один и тот же ключ.

**Ссылка на git-репозиторий:**

https://github.com/Kefir103/CryptLab2